UNITED STATESDISTRICT COURT
EASTERN DISTRICT OF LOUISIANA

MDL NO. 1355
IN RE: PROPULSID
PRODUCTSLIABILITY LITIGATION SECTION L
JUDGE FALLON

MAG. JUDGE AFRICK

THISDOCUMENT RELATESTO ALL CASES
PRETRIAL ORDER NO. 10

(Production and Preservation of Defendants Electronic Data)

The following protocol shal be followed for the format of production and preservation of
electronic data of the defendants Johnson & Johnson and Janssen Pharmaceutica Inc.:
A. Scope

1. Except as specificdly limited herein, the within procedures and protocols govern the
production and preservation of discoverable eectronic information (as defined below) by defendants and

their domestic subsdiaries and affiliates (collectively, “ defendants’) during the pendency of this litigation.



2. Except as otherwise st forth herein, the within procedures and protocols apply solely to
defendants’ documents and data existing in eectronic form (in the broadest sense consistent with Fed. R.
Civ. P. 34(a), including e-mail, electronic peer-to-peer messages, word processing documents,
spreadsheets, eectronic dide presentations, databases, and other dectronic data items, now existing or
heregfter created, containing information relating to facts at issue in the litigation (* discoverable eectronic
information”).

B. Documents & Datato Be Produced

1. Electronic Files, Documents, & Databases

Emails. Electronicmall (“email”) containing discoverable dectronic information, together with the
agreed meta-data associated with each such emall, shdl be produced in dectronic form, in an accessible
standard format, and on a standard media, in each case, as agreed to among the parties. Back-up and
archiva copies of email shall be maintained in accordance with section D, infra, pending negotiation of
restoration procedures and protocol sdiscussed in section C.2,infra. Defendants shall take stepsintended
to prevent any modifications, dterations, or additions to emails from their origind state.

“Office” documents. Word processing files, computer presentations (e.g., PowerPoint dides),
dand aone databases @.9., Access), spreadsheets .g., Excd) containing discoverable dectronic
information, together with the agreed meta-data associated with each such document, shall be produced
in dectronic form, in an accessible standard format, and on a standard media, in each case, as agreed to
among the parties. Back-up and archiva copies of documents (including final versions, related versions,

and drafts) shdl be maintained in accordance with section D, infra, pending negotiation of restoration



procedures and protocols discussed in section C.2, infra. Defendants shall take stepsintended to prevent
any modification, dteration, or addition as is necessary to create a comprehensive collection of such
documentsin their origind Sate.

Databases. Databasesconta ning discoverabled ectronicinformation andidentified on attachment
A, together with the agreed meta-data associated with each such database, shall be produced in amanner
agreed to among the parties, subject to redaction of privileged or other non-discoverableinformation, either
as usaed and maintained in the ordinary course of business (including any forms and variations thereof) or
in such other form as may be agreed to among the parties. To the extent reasonably practicable,
production shdl include without limitation the software, manuals and computer readable code associated
with any reports, file formats, forms, queries, or structure for any databases produced as used and
maintained in the ordinary course of business. Back-up and archiva copies of al databases containing
discoverable information, regardless of whether identified in attachment A, shdl be maintained in
accordance with section D, infra, pending negotiation of restoration procedures and protocol s discussed
insection C.2, infra. Defendants shall take steps intended to prevent any modification, dteration, or
deetion of the data in such databases but may continue to use such databases and add data to the extent
that it does not cause data to be deleted. If plaintiffs subsequently discover additional databases not
included on attachment A, they may request production of such consstent with the procedures outlined
herein and Defendants shdl not unreasonably refuse production.

Research Materials. All eectronicaly stored research and/or reference literature and materids

containing discoverable dectronic information and identified on attachment B, together with the agreed
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meta-data and indices associated with such materids, shdl be produced in a manner agreed to among the
parties, ether asthey are maintained in the ordinary course of business, whether dectronicdly or inimage
form, as the case may be, but with appropriate redaction of privileged or other non-discoverable
information), or in such other form as may be agreed to among the parties. If plaintiffs subsequently
discover additional reference literature and materids not included on attachment B, they may request
production of such congstent with the procedures outlined herein and Defendants shdl not unreasonably
refuse production.

Other. To the extent any other documents containing discoverable eectronic information are
identified, the parties shall meet and confer to determine the manner of production of such documents and
any agreed meta-data associated therewith. Defendants shall not unreasonably refuse production of such
documents. Back-up and archiva copies of such other documents (including find versions, related
versons, and drafts) shal be maintained in accordance with section D, infra, pending negotiation of
restoration procedures and protocol s discussed in section C.2, infra. Defendantsshall take stepsintended
to prevent any modification, dteration, or addition asis necessary to create a comprehensive collection of
such documentsin ther origind date.

Software. Software and operating manuals shal be produced by defendants to enable plantiffs
to access and view any discoverable eectronic information produced pursuant to this Pretria Order.
Software shdl mean proprietary software or any other software not commercialy available for purchase
a retall soresin the United States (e.g. Microsoft Office Suite or Cord Office Solutions). A reasonable

number of copies of such software and operating manuas shal be made available for use by the parties
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recaiving the discovery during the pendency of the litigation. Plaintiffs shal not use software produced by
defendants for any purpose, commercid or otherwise, other than the prosecution of thislitigation. During
the pendency of the litigation, any software produced by defendants shall be treated as confidentia
informationin accordance with Pretrid Order No. 5. At the conclusion of thelitigation, such software shdl
be returned to defendants.

2. System-Level Meta-data

The parties are to continue meet and confer discussions to identify any system-level meta-data to be
produced beyond that aready provided by defendants. Such datamay include back-up and archiva data,
computer system data and computer access data.

3. Redaction Software

Defendants shal describe to plaintiffs the procedures and software used to redact any documents or data
exiging in eectronic form such that plaintiffs can identify how information was redacted and can obtain and
or evaluate the software.

C. ldentification of Responsive Electronic Data

1 All email and dectronic data (excluding databases) manudly identified or segregated by
defendants employees, agents, contractors, or consultants as containing discoverable eectronic
information, as well as dl eectronic data existing within directories reasonably identified as being related
to Cispride, shdl be timely reviewed in their entirety by defendants for regponsveness and privilege, and
thereafter such discoverable e ectronicinformation whichisnether privileged nor otherwise protected shall

be produced dectronicdly in accordance with the guiddines herein. The parties shal meet and confer to
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establishatimetablefor the production of such data. Should the parties be unableto agree on areasonable
timetable for production, the court shal resolve such diputes.

2. By April 26, 2001, defendants shal produce acataog or index of al back-up and archival
copies of dectronic datathat isspecifiedin section A.2, supra, “Back-up and archiva data” The parties
shdl meet and in good faith confer to identify those tapes likely to create a reasonably comprehensive
representation of the discoverable dectronic information contained on al archiva and back-up media of
defendants and determine to what extent back up and archiva tapes may be restored. In sdecting any
back-up and archiva tapes for restoration, the parties shall endeavor to avoid the unnecessary restoration
of duplicate or non-responsve data.

3. To minimize the burden associated with searching dl eectronic data collected other than
such data collected and reviewed in accordance with paragraph C.1 above, including any data restored
in accordance with the procedures herein (excluding databases), such data will be pre-screened for
regpongveness utilizing search terms agreed upon by the parties. The parties shdl cooperate to identify
query termsdesigned to retrieve discoverable el ectronic data. Documents responsiveto any agreed query
search shdl then be reviewed by defendants for responsiveness and privilege, and thereafter produced
eectronicdly inaccordancewiththeguiddinesherein. Defendantsshall reasonably accommodateplaintiffs
requests for (i) searches of newly created data, and (ii) modified searches on previoudy searched data.

4, Defendants search and review shdl be conducted in a manner designed to preserve all
meta-data (such as file creation and modification dates) associated with the discoverable dectronic

information being searched or reviewed. The parties shdl jointly develop search and review procedures
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designed to preserve, without dteration or modification, al meta-data associated with defendants

discoverable dectronic information.

D. Preservation of Electronic Data

1 During the pendency of this litigation, defendants shdl maintain e ectronic document and
data retention policies designed to ensure the retention of defendants’ discoverable eectronic information.
I n connection therewith, defendants shdl (i) maintain back-up procedures designed to back up al network
storage devices potentidly containing discoverable eectronic information; (i) suspend the routine or
automatic deletion of discoverabledectronicinformation, including the autometic deletion of eectronic mail
or remova of unused electronic data and files; and (iii) secure the hard drives (or mirror image back-ups
of such hard drives) of al computers (including laptop or desktop computers used by defendants
employees and/or contractors (as defined in paragraph 5 below)) potentialy containing discoverable
electronic information that are not backed up in the ordinary course, beforethereformaiting, redeployment,
or digposd of such hard drives. With respect to items (ii) and (iii), supra, these steps shdl be interim
measures followed while the parties develop agreed dternative measures to accomplish the preservation
of data subject to the proceduresin items (i) and (iii).

2. All dectronic information or data archived or backed up as part of a specia back-up,
whether due to system upgrade, trangtion planning, system migration, disaster recovery planning, Y 2K
testing, or any other reason, that potentialy contains discoverable eectronic information shal be securdly

retained for the remainder of the litigation.



3. All current or legacy software and hardware necessary to access, manipulate, print, etc.,
discoverable eectronicinformation that iseither “live’” or has been archived or backed up shdl be securely
retained for the remainder of the litigation. If necessary, the parties shal meet and confer to develop
procedures designed to minimize any undue hardship associated with the continued retention of such items.

4, Any existing or hereafter created “full” (as opposed to incremental) back-up tape or other
back-up storage media(collectively, “back up tape’) created on amonthly bass, aswell asany full back-
up tape created on a periodic basis greater than a month (e.g., quarterly or yearly back-up tapes) that
potentidly containsdiscoverable dectronic information shal be securely retained until December 31, 2002.
No later than December 1, 2002, the parties shall meet and confer concerning the disposition of back-up
tapes and present to the Court no later than December 15, 2002, the parties' joint (or if not joint,
competing) proposals for the continued treatment of such back-up tapes.

5. Defendantsshal obtain certificationson behaf of dl employeesor independent contractors
who (1) work at defendants' facilitiesfor aduration longer than two weeksand (2) are reasonably believed
to create, ater or access discoverable eectronic information on their non-network storage devices (i.e.,
desktop hard drives, laptop hard drives, and home computer hard drives), that such devices and any back-
up tapes thereof maintained by each such employee or contractor have been searched for discoverable
electronic information and any such data has been copied to a backed-up network storage device for the
preservation of the same. Defendants shal instruct such employees and contractors in the manner of
copying such files so as to retain, without modification or ateration, al meta-data (file creation dates,
modificationdates, efc.) associated with thefilesat issue. Defendants shall on asemiannua basishavesuch

employees and contractors that potentialy possess discoverable dectronic information certify that any



newly created data has been copied to a secure, backed-up network storage device to ensure its
preservation. The parties shal meet and confer to develop the form of notice and certification directed to
defendants employees, as well as the procedures to be used by defendants employees and contractors
when searching for and copying discoverable eectronic information.

6. Defendants shdl implement specific gepsto monitor their employees compliancewiththe
preservation guidelines herein.  To that end, the parties shal meet and confer to develop specific
procedures to effectuate such monitoring. Further, defendants shall conduct random audits of their
employees non-networked storagedevi cesfoll owing recei pt of thesemiannud certificationsrequired under
paragraph D.5 herein. In connection with each semiannua audit, defendants shall search the non-
networked storage devices of not less than 10 of their employees believed to possess discoverable
electronic information to determine if any discoverable eectronic information, not otherwise stored on a
network storage device, exists on those employees non-networked storage devices. Defendants shall,
on aregular bads, report to plaintiffs the results of such audits and, if requested, provide to plaintiffs
certifications from those employees whose devices were audited. The parties shall meet and confer to
implement any additional procedures needed to ensurethe effective preservation of discoverableeectronic
information contained on non-networked storage devices.  In the event the parties, after meeting and
conferring, are unableto agreethat monitoring or effective preservation have been accomplished the parties
shdl submit their disputeto the Specid Magter. Defendants shall maintain records of any compliance audit
undertaken in accordance with this paragraph. The reports of any compliance audit by defendants shal
be securdly retained by defendantsin the event that such information may need to be submitted to the Court

or Speciad Master.



7. Conggtent with the Court’ s statements during the February 20, 2001 and March 15, 2001
gatus conferences, defendants shall take specific measuresto preserve discoverable dectronicinformation
possessed by ther international subsidiaries and affiliates. To that end, defendants shdl use their best
efforts to implement the preservation procedures and protocols contained hereinto preserve discoverable
electronic information possessed by such entities. Defendants shdl timely notify plaintiff’s counsd of any
ingances whereimplementation is not reasonably practica. Defendantswill meet and confer with plaintiffs
further to the extent that the implementation of the preservation procedures and protocols contained herein
by their internationa subsidiariesand affiliatesisimpracticablein light of the systems utilized by such entities
and to devel op acceptable procedures and protocolsfor such entities designed to achievethe preservation

of discoverable eectronic information possessed by them.

8. Except as to those matters and procedures provided herein, defendants preservation
obligations with respect to eectronic data pursuant to Pretria Order No. 2, VIII(B) shal remain in full
force and effect.

E. General Ingtructions

1 Eachindividud piece of computer media produced must be clearly labeled with aunique
media control or “Bates’ number that is indelibly written on, or affixed to, both the mediaitsdf and any
enclosure or case produced with the media. Thislabd or marking shal be affixed in a place and manner
that does not obliterate any labeling on the origind media, and that does not interfere with the ability to

examine or use the media.
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2.

Electronic records and computerized information must be produced with sufficient

information to permit identification of the producing agent and business unit repongblefor the production.

Thisinformetion shall indude, without limitation:

a)

b)

d)

The name of the corporation or other entity who is producing the information, along with
information such as country, city, Ste, and department sufficient to uniquely identify the
producing agent;

The name or identity of the specific server or computer system from which the back-up
was produced or information copied;

To the extent reasonably known, the name or identity of the specific server or computer
system upon which the information was origindly created; and

To the extent reasonably known, the name or identity of the specific server or computer
system upon which the information was mantained during the course of norma business,
if different from the syssem where it was created.

The parties shal meet and confer to develop a tandard form containing the information required

pursuant to this paragraph.

3.

Electronic recordsand computerized information must be producedin anintelligibleformat

or together with a technical description of the system from which they were derived sufficient to permit

rendering the records and informationintelligible. To the extent necessary to enable plaintiffsto render the

records and information intelligible, this description shal include:

a)

b)

d)

The manufacturer’ s name and modd number for eectronic hardware used to create and
maintain the eectronic records;

The name and version of the operating system used on the computer where the eectronic
records were created and maintained;

Themanufacturer’ sname, product i dentification, and version number for any softwareused
to create and maintain the eectronic records, along with any proprietary software, written
documentation, special parameters, and ingtructions sufficient to permit those records to
be read from the media produced; and

The date, if known, when the information wasfirst created, dong with the date of its most
recent modification.
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4, To the extent that decryption or access passwords are necessary to unlock any
computerized informetion in its origind form, including without limitation eectronic mail passwordsandfile
decryption passwords, the parties shall meet and confer to develop appropriate stepsto dlow plaintiffsto
access the data without compromising defendants confidentiality, security, or proprietary interests.

5. Except for non-responsive, privileged, or otherwise protected information, any record,
document, or data item that was created on a computer or computer system and is to be produced
pursuant to this protocol must be produced without redaction, on some form of computer media. For dl
such media produced, externd labels on the media shdl identify the computer(s) from which the copies of
computer files were made, and the full names of the individuas or business units who used the computer
so identified. A record shal dso be maintained and produced showing how the information on the media
was copied.

6. Should the producing party seek to withhold any document based on some limitation of
discovery (including but not limited to a clam of privilege), the producing party shdl supply alig of the
documents for which such limitation of discovery is daimed, indicating:

a The identity of each document’ s author, writer, sender;

b. The identity of each document’ s recipient, addressee, or person for whom it was
intended,

C. The date of creation or transmittd indicated on each document, or an estimate of
that date, indicated as such, if no date appears on the document or in meta-data
information;

d. The generd subject matter as described on each document, or, if no such
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description gppears, then some other description sufficient to identify the
document; and

e. The dlamed grounds for the limitation of discovery (e.g., “ atorney-client
privilege”).

7. Should the producing party seek to redact any document based on some limitation of
discovery (induding but not limited to a dam of privilege), the producing party shdl supply alig of the
documents for which such limitation of discovery is damed, indicating:

a The clamed grounds for the redaction;
b. The nature of theredacted materid (e.g., “patient name,” “trade secret,” etc.); and
C. A description of the exact process used for redaction.

During the pendency of the litigation, an eectronic copy of the origind unredacted data shdl be
securely preserved in such manner 0 asto preservewithout modification, dteration, or addition the content
of such data, including any meta-data associated therewith.

8. All computer media must be properly packaged to ensure safe shipping and handling. If
any piece of media produced is known to have any physical defect, eectronic defect, or damaged data,
or is infected with any virus or other harmful software of any kind, it should be clearly labeled so that
goppropriate care can be taken during its examination.

0. All computer media that is capable of write protection should be write protected before

production.
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10.  All copiesof computer files for production shal be created in such away as to preserve
or record the origina directory structure and system-level meta-data (file name and path, create, modify,
and access date and time, and size).

11. Following the production of eectronic data, defendants shall cooperate and provide
reasonable ass stance to plaintiffs in connection with the ingtalation and use of such data and software.

12.  Where documentsor €l ectronic data requested herein are not available in eectronic form,
such documents or data shall be produced in accordance with Pre-Trial Order No. 8.

13.  All dataor documentsto be produced hereunder shall be produced in English, if avalable.

14.  The parties shdl meet and confer to develop appropriate provisons for authenticating
electronic data or documents produced herewith, and for usng such a depostion or in any other
evidentiary manner.

15. The parties shal meet and confer to devel op appropriate provisionsfor the distribution of and
access to electronic data or documents produced herewith. Until aprotocol isdeveloped, plaintiffs shal not
disseminate or provide access to the eectronic data or documents produced herewith to anyone other than
a partner, member, associate, employee, or consultant associated with or retained by afirm that isamember
of the Plaintiffs Steering Committeein thislitigation, or of any other committee or subcommittee of Plaintiffs

Steering Committee in this litigation..

14



F. Cost Allocation
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The procedures and protocols herein pertaining to restoration of back up and archiva data and
production of eectronic information are subject to the development of reasonable and appropriate cost
alocation agreements to provide for the gpportionment of costs amongst the parties.

G. Timing & Sequencing of Electronic Discovery

1 Defendants shall commence the production of discoverable eectronic information by May
1, 2001.

2. Defendants shal make best efforts to sequence the production of discoverable electronic
information congstent with plaintiffs requests concerning such discoverable eectronic information.

H. Resolution of Disputes Concerning Electr onic Discovery

1 The court shdl gppoint a Specid Master concerning disputes relating to the scope and
production of discoverable dectronic information.

2. Where the parties are unable to resolve any issues concerning the scope and production
of discoverable dectronic information through the meet and confer conferencesrequired by this Order, the
parties shall, in the first instance, attempt to mediate their disputes with the Specid Magter.  In the event
that the parties are unable to resolve their disputes through mediation, the Specid Master shdl providethe
Court with arecommendation for the resolution of the same.

3. By no later than April 26, the parties shall present the Court with a proposed order
providing the detalls of the Specid Master gppointment. By that date, the parties shall dso present an

agreed candidate for appointment of a Special Magter or, if agreement cannot be reached, each side will
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present no more than two candidates with a brief statement as to the respective postion of the partieson
the candidates.

|. Other Production and Preservation Electronic Data Orders

Should any other court order or the defendants enter into any agreement regarding the production
and preservation of Defendants Electronic Datathat provides any greater advantages or provides for the
production or preservation of eectronic data in a form or substance more advantageous than those
provided by the present Pre-Tria Order, those same advantages or terms shdl be extended to the plaintiffs

inthislitigation.

New Orleans, Louisana, this 19 day of April, 2001

/9 Eldon E. Fdlon
UNITED STATESDISTRICT JUDGE
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